
requiring production of evidence "without doubt involves
substantial compulsion."). Because the files sought by the
government allegedly contain child pornography, the
entry of the password would be incriminating. Whether
the privilege against self incrimination applies therefore
depends on whether the subpoena seeks testimonial
communication.

Both parties agree that the contents of the laptop do
not enjoy Fifth Amendment protection as [*7] the
contents were voluntarily prepared and are not
testimonial. See id. at 409-10 (holding previously created
work documents not privileged under the Fifth
Amendment). Also, the government concedes that it
cannot compel Boucher to disclose the password to the
grand jury because the disclosure would be testimonial.
The question remains whether entry of the password,
giving the government access to drive Z, would be
testimonial and therefore privileged.

I. Entering the Password is Testimonial

Compelling Boucher to enter the password forces
him to produce evidence that could be used to incriminate
him. Producing the password, as if it were a key to a
locked container, forces Boucher to produce the contents
of his laptop.

The act of producing even unprivileged evidence can
have communicative aspects itself and may be
"testimonial" and entitled to Fifth Amendment protection.
United States v. Doe, 465 U.S. 605, 612, 104 S. Ct. 1237,
79 L. Ed. 2d 552 (1984) [hereinafter Doe I] ("Although
the contents of a document may not be privileged, the act
of producing the document may be."). An act is
testimonial when the act entails implicit statements of
fact, such as admitting that evidence exists, is authentic,
or is within a suspect's [*8] control. Doe v. United
States, 487 U.S. 201, 209, 108 S. Ct. 2341, 101 L. Ed. 2d
184 (1988) [hereinafter Doe II]. The privilege against
self-incrimination protects a suspect from being
compelled to disclose any knowledge he has, or to speak
his guilt. Id. at 210-11. The suspect may not be put in the
"cruel trilemma" of choosing between self-accusation,
perjury, or contempt. Id. at 212.

The government points to Doe II in support of its
contention that entering the password is non-testimonial
and therefore not privileged. In Doe II, a suspect was
subpoenaed to sign a form requesting his bank records
from banks in the Cayman Islands and Bermuda. Id. at

203. The suspect asserted his privilege against
self-incrimination, arguing that signing the form would
be testimonial and incriminating. Id. at 207-09. But the
form only spoke in the hypothetical, not referencing
specific accounts or banks. Id. at 215. The Court held that
the form did not acknowledge any accounts and made no
statement, implicitly or explicitly, about the existence or
control over any accounts. Id. at 215-16. Because signing
the form made no statement about the suspect's
knowledge, the Court held that the act lacked testimonial
significance and the privilege [*9] did not apply. Id. at
218.

Entering a password into the computer implicitly
communicates facts. By entering the password Boucher
would be disclosing the fact that he knows the password
and has control over the files on drive Z. The procedure is
equivalent to asking Boucher, "Do you know the
password to the laptop?" If Boucher does know the
password, he would be faced with the forbidden
trilemma; incriminate himself, lie under oath, or find
himself in contempt of court. Id. at 212.

Unlike the situation in Doe II, Boucher would be
compelled to produce his thoughts and the contents of his
mind. In Doe II, the suspect was compelled to act to
obtain access without indicating that he believed himself
to have access. Here, when Boucher enters a password he
indicates that he believes he has access.

The Supreme Court has held some acts of production
are unprivileged such as providing fingerprints, blood
samples, or voice recordings. Id. at 210. Production of
such evidence gives no indication of a person's thoughts
or knowledge because it is undeniable that a person
possesses his own fingerprints, blood, and voice. Id. at
210-11. Unlike the unprivileged production of such
samples, it is not without [*10] question that Boucher
possesses the password or has access to the files.

In distinguishing testimonial from non-testimonial
acts, the Supreme Court has compared revealing the
combination to a wall safe to surrendering the key to a
strongbox. See id. at 210, n.9; see also United States v.
Hubbell, 530 U.S. 27, 43, 120 S. Ct. 2037, 147 L. Ed. 2d
24 (2000). The combination conveys the contents of one's
mind; the key does not and is therefore not testimonial. 1

Doe II, 487 U.S. at 210, n.9. A password, like a
combination, is in the suspect's mind, and is therefore
testimonial and beyond the reach of the grand jury
subpoena.
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1 The Supreme Court's use of the term
"surrender" creates a reasonable inference that the
Court assumed the government's prior knowledge
of the suspect's possession of the key. If it was
unknown whether the suspect had the key,
compelling the production of the key would
disclose the suspect's access to the strongbox
contents and might therefore be a privileged
testimonial act.

II. Effect of Non-Viewing

The government has offered to restrict the entering
of the password so that no one views or records the
password. While this would prevent the government from
knowing what the password is, it would not change [*11]
the testimonial significance of the act of entering the
password. Boucher would still be implicitly indicating
that he knows the password and that he has access to the
files. The contents of Boucher's mind would still be
displayed, and therefore the testimonial nature does not
change merely because no one else will discover the
password.

III. Effect of Exclusion from Evidence

During the hearing on the motion, the government
offered not to use the production of the password against
Boucher. The government argues that this would remove
the testimonial aspect from the act, and that the act would
therefore be unprivileged. This is the same argument the
Supreme Court rejected in United States v. Hubbell, 530
U.S. 27, 120 S. Ct. 2037, 147 L. Ed. 2d 24 (2000).

In Hubbell, the Court determined the precise scope
of a grant of immunity with respect to the production of
subpoenaed documents. Id. at 34. The government
subpoenaed business documents from Hubbell but
granted him immunity for the production. Id. at 31. The
government then prosecuted him for fraud based on the
documents that he had produced. Id. The government
argued that it was not making improper use of the
production because it did not need the act of production
itself [*12] as evidence and the documents themselves
were unprivileged. Id. at 40-45. The government argued
that the immunity granted did not preclude "derivative
use", use of the fruits of the production, because the
documents themselves were the fruit only of the simple
physical act of production. Id. at 43.

The Court acknowledged that the government would

not have to use the act of production as evidence to prove
the existence, authenticity, or custody of the documents,
or to prove the charges against Hubbell. Id. at 41.
However, the Court noted that Hubbell's immunity
needed to extend to any derivative use in order to protect
his Fifth Amendment privilege. Hubbell, 530 U.S. at
38-39 (citing Kastigar v. United States, 406 U.S. 441, 92
S. Ct. 1653, 32 L. Ed. 2d 212 (1972)). The Court also
re-emphasized the critical importance of a suspect's
protection from prosecution based on sources of
information obtained from compelled testimony. Id. at
39.

The Court found that the act of production had
testimonial aspects, because production communicated
information about the existence, custody, and authenticity
of the documents. Id. 36-37. The compelled testimony of
the production became the first in a chain of evidence
which led to the [*13] prosecution. Id. at 42. The Court
refused to divorce the physical act of production from its
implicit testimonial aspect to make it a legitimate, wholly
independent source. Id. at 40. In doing so, the Court
reaffirmed its holding that derivative use immunity is
coextensive with the privilege against self-incrimination.
Id. at 45. Accordingly, the Court held that Hubbell could
not be prosecuted based on the documents and only
evidence wholly independent of the production could be
used. Id. at 45-46.

Here, as in Hubbell, the government cannot separate
the non-testimonial aspect of the act of production,
entering the password, from its testimonial aspect. The
testimonial aspect of the entry of the password precludes
the use of the files themselves as derivative of the
compelled testimony. Any files the government would
find based on Boucher's entry of the password could not
be used against him, just as Hubbell's documents could
not be used against him. Barring the use of the entry of
the password is not enough to protect Boucher's privilege.

IV. Foregone Conclusion

The government also asserts that the information
gained through entry of the password is a "foregone
conclusion", therefore [*14] no privilege applies. The
Government relies on In re Grand Jury Subpoena Duces
Tecum Dated Oct. 29, 1992, 1 F.3d 87 (2d Cir. 1993)
[hereinafter Doe III]. Doe III held that the privilege
against self-incrimination does not apply to an act of
production if the existence and location of the
subpoenaed evidence is known to the government and the
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production would not "implicitly authenticate" the
evidence. Id. at 93.

In Doe III, the suspect had produced a photocopy of
a personal calendar but the Government suspected that
the calendar had been altered through the whiting out of
incriminating entries. Id. at 88-90. The government
subpoenaed the suspect to produce the original calendar
before the grand jury. Id. The Second Circuit reasoned
that the existence and location of the calendar was a
"foregone conclusion" because it was known, through
production of the photocopy, that the suspect had
possession of the calendar and the original calendar
added little or nothing to the sum total of the
government's information. Id. at 93. The court also found
that act of production itself was not necessary to
authenticate the original calendar because the
Government could authenticate it simply by comparing
[*15] it to the photocopy. Id. Therefore, because the
government had knowledge of the existence and location
of the original calendar and did not need to use the act of
production to authenticate the original calendar, the
suspect had no act of production privilege and was
required to produce the original calendar before the grand
jury. Id. at 93-94.

Here, the subpoena can be viewed as either
compelling the production of the password itself or
compelling the production of the files on drive Z. Both
alternatives are distinguishable from Doe III.

If the subpoena is requesting production of the files
in drive Z, the foregone conclusion doctrine does not
apply. While the government has seen some of the files
on drive Z, it has not viewed all or even most of them.
While the government may know of the existence and
location of the files it has previously viewed, it does not
know of the existence of other files on drive Z that may
contain incriminating material. By compelling entry of
the password the government would be compelling
production of all the files on drive Z, both known and
unknown. Unlike in Doe III, the files the government has
not seen could add much to the sum total of the
government's [*16] information. Therefore, the foregone
conclusion doctrine does not apply and the act of

production privilege remains.

Since the government is trying to compel the
production of the password itself, the foregone
conclusion doctrine cannot apply. The password is not a
physical thing. If Boucher knows the password, it only
exists in his mind. This information is unlike a document,
to which the foregone conclusion doctrine usually
applies, and unlike any physical evidence the government
could already know of. It is pure testimonial production
rather than physical evidence having testimonial aspects.
Compelling Boucher to produce the password compels
him to display the contents of his mind to incriminate
himself. Doe III did not deal with production of a
suspect's thoughts and memories but only previously
created documents. The foregone conclusion doctrine
does not apply to the production of non-physical
evidence, existing only in a suspect's mind where the act
of production can be used against him.

Conclusion

For the foregoing reasons, the motion to quash the
subpoena is GRANTED.

Dated at Burlington, in the District of Vermont, this
29th day of November, 2007.

/S/ Jerome J. Niedermeier

Jerome [*17] J. Niedermeier

United States Magistrate Judge

Any party may object to this Report and
Recommendation within 10 days after service by filing
with the clerk of the court and serving on the magistrate
judge and all parties, written objections which shall
specifically identify the portions of the proposed findings,
recommendations or report to which objection is made
and the basis for such objections. Failure to file
objections within the specified time waives the right to
appeal the District Court's order. See Local Rules 72.1,
72.3, 73.1; 28 U.S.C. § 636(b)(1) ; Fed. R. Civ. P. 72(b),
6(a) and 6(e).
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SUBSEQUENT HISTORY: Affirmed by Saxton v.
Sheets, 547 F.3d 597, 2008 U.S. App. LEXIS 24041 (6th
Cir.) (6th Cir. Ohio, 2008)

PRIOR HISTORY: State v. Saxton, 2004 Ohio 3546,
2004 Ohio App. LEXIS 3216 (Ohio Ct. App., Marion
County, July 6, 2004)

COUNSEL: [*1] For Anthony L. Saxton, Petitioner: J.
Banning Jasiunas, LEAD ATTORNEY, Office of the
Ohio Public Defender, Columbus, OH.

For Michael Sheets, Warden, Respondent: Gregory T.
Hartke, LEAD ATTORNEY, Office of the Attorney
General, Cleveland, OH.

JUDGES: Donald C. Nugent, United States District
Judge.

OPINION BY: Donald C. Nugent

OPINION

MEMORANDUM OPINION AND ORDER

This matter comes before the Court upon the Report
and Recommendation of Magistrate Judge Patricia A.
Hemann. The Report and Recommendation (ECF # 25),
filed on December 6, 2006, is ADOPTED by this Court,
and Petitioner's Petition for Writ of Habeas Corpus (ECF
# 1), filed pursuant to 28 U.S.C. § 2254, on February 8,
2006, is denied.

Pursuant to Local Rule 72.2, this matter was referred
to Magistrate Judge Hemann for the preparation of a

report and recommendation. On December 6, 2006,
Magistrate Judge Hemann recommended that this Court
deny Petitioner's Petition. After numerous extensions of
time, on April 12, 2007, Petitioner filed objections to the
Report and Recommendation. (ECF # 42.)

The Court has reviewed the Report and
Recommendation de novo. See Thomas v. Arn, 474 U.S.
140, 106 S. Ct. 466, 88 L. Ed. 2d 435 (1985) [*2] .
Moreover, it has considered all of the pleadings,
affidavits, motions, and filings of the parties. Despite
Petitioner's assertions to the contrary, the Court finds
Magistrate Judge Hemann's Report and Recommendation
to be well-written, well-supported, and correct. In
addition, the Court finds Petitioner's objections to the
same to be entirely lacking in merit. Therefore, the
Report and Recommendation (ECF # 25) is ADOPTED
in its entirety, the Petition for Writ of Habeas Corpus is
DENIED (ECF # 1), and Petitioner's objections are
thereby DENIED (ECF # 42).

Furthermore, the Court certifies, pursuant to 28
U.S.C. § 1915(a)(3), that an appeal from this decision
could not be taken in good faith, and there is no basis
upon which to issue a certificate of appealability. 28
U.S.C. § 2253(c); FED. R. APP. P. 22(b).

IT IS SO ORDERED.

s/ Donald C. Nugent

United States District Judge

DATED: April 24, 2007
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528.010   Definitions for chapter. 

The following definitions apply in this chapter unless the context otherwise requires: 

(1) "Advancing gambling activity" -- A person "advances gambling activity" when, 

acting other than as a player, he engages in conduct that materially aids any form of 

gambling activity. The conduct shall include, but is not limited to, conduct directed 

toward the establishment of the particular game, contest, scheme, device, or activity 

involved; toward the acquisition or maintenance of premises, paraphernalia, 

equipment, or apparatus therefor; toward the solicitation or inducement of persons 

to participate therein; toward the actual conduct of the playing phases thereof; 

toward the arrangement of any of its financial or recording phases or toward any 

other phase of its operation. A person who gambles at a social game of chance on 

equal terms with other participants does not otherwise advance gambling activity by 

performing acts, without remuneration or fee, directed toward the arrangement or 

facilitation of the game as inviting persons to play, permitting the use of premises 

therefor and supplying equipment used therein. 

(2) "Bookmaking" means advancing gambling activity by unlawfully accepting bets 

upon the outcome of future contingent events from members of the public as a 

business. 

(3) (a) "Gambling" means staking or risking something of value upon the outcome of 

a contest, game, gaming scheme, or gaming device which is based upon an 

element of chance, in accord with an agreement or understanding that 

someone will receive something of value in the event of a certain outcome. A 

contest or game in which eligibility to participate is determined by chance and 

the ultimate winner is determined by skill shall not be considered to be 

gambling. 

(b) Gambling shall not mean charitable gaming which is licensed and regulated 

under the provisions of KRS Chapter 238. 

(4) "Gambling device" means: 

(a) Any so-called slot machine or any other machine or mechanical device an 

essential part of which is a drum or reel with insignia thereon, and which 

when operated may deliver, as a result of the application of an element of 

chance, any money or property, or by the operation of which a person may 

become entitled to receive, as the result of the application of an element of 

chance, any money or property; or 

(b) Any other machine or any mechanical or other device, including but not 

limited to roulette wheels, gambling tables and similar devices, designed and 

manufactured primarily for use in connection with gambling and which when 

operated may deliver, as the result of the application of an element of chance, 

any money or property, or by the operation of which a person may become 

entitled to receive, as the result of the application of an element of chance, any 

money or property; 

(c) But, the following shall not be considered gambling devices within this 

definition: 
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1. Devices dispensing or selling combination or French pools on licensed, 

regular racetracks during races on said tracks. 

2. Electro-mechanical pinball machines specially designed, constructed, set 

up, and kept to be played for amusement only. Any pinball machine 

shall be made to receive and react only to the deposit of coins during the 

course of a game. The ultimate and only award given directly or 

indirectly to any player for the attainment of a winning score or 

combination on any pinball machine shall be the right to play one (1) or 

more additional games immediately on the same device at no further 

cost. The maximum number of free games that can be won, registered, 

or accumulated at one (1) time in operation of any pinball machine shall 

not exceed thirty (30) free games. Any pinball machine shall be made to 

discharge accumulated free games only by reactivating the playing 

mechanism once for each game released. Any pinball machine shall be 

made and kept with no meter or system to preserve a record of free 

games played, awarded, or discharged. Nonetheless, a pinball machine 

shall be a gambling device if a person gives or promises to give money, 

tokens, merchandise, premiums, or property of any kind for scores, 

combinations, or free games obtained in playing the pinball machine in 

which the person has an interest as owner, operator, keeper, or 

otherwise. 

3. Devices used in the conduct of charitable gaming. 

(5) "Lottery and gift enterprise" means: 

(a) A gambling scheme in which: 

1. The players pay or agree to pay something of value for chances, 

represented and differentiated by numbers or by combinations of 

numbers or by some other media, one (1) or more of which are to be 

designated the winning ones; and 

2. The ultimate winner is to be determined by a drawing or by some other 

method based upon the element of chance; and 

3. The holders of the winning chances are to receive something of value. 

(b) A gift enterprise or referral sales plan which meets the elements of a lottery 

listed in paragraph (a) of this subsection is to be considered a lottery under 

this chapter. 

(6) "Mutuel" or "the numbers games" means a form of lottery in which the winning 

chances or plays are not determined upon the basis of a drawing or other act on the 

part of persons conducting or connected with the scheme, but upon the basis of the 

outcome or outcomes of a future contingent event or events otherwise unrelated to 

the particular scheme. 

(7) "Player" means a person who engages in any form of gambling solely as a 

contestant or bettor, without receiving or becoming entitled to receive any profit 

therefrom other than personal gambling winnings, and without otherwise rendering 

any material assistance to the establishment, conduct, or operation of the particular 
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gambling activity. A person who engages in "bookmaking" as defined in subsection 

(2) of this section is not a "player." The status of a "player" shall be a defense to any 

prosecution under this chapter. 

(8) "Profiting from gambling activity" -- A person "profits from gambling activity" 

when, other than as a player, he accepts or receives or agrees to accept or receive 

money or other property pursuant to an agreement or understanding with any person 

whereby he participates or is to participate in the proceeds of gambling activity. 

(9) "Something of value" means any money or property, any token, object, or article 

exchangeable for money or property, or any form of credit or promise directly or 

indirectly contemplating transfer of money or property or of any interest therein, or 

involving extension of a service, entertainment, or a privilege of playing at a game 

or scheme without charge. 

(10) "Charitable gaming" means games of chance conducted by charitable organizations 

licensed and regulated under the provisions of KRS Chapter 238. 

Effective: March 16, 1994 

History: Amended 1994 Ky. Acts ch. 66, sec. 19, effective March 16, 1994. – 

Amended 1992 Ky. Acts ch. 254, sec. 1, effective July 14, 1992. -- Amended 1990 

Ky. Acts ch. 469, sec. 1, effective July 13, 1990. -- Amended 1988 Ky. Acts ch. 423, 

sec. 1, effective July 15, 1988. -- Amended 1980 Ky. Acts ch. 188, sec. 307; and 

ch. 267, sec. 9, effective July 15, 1980. -- Amended 1978 Ky. Acts ch. 321, sec. 5, 

effective June 17, 1978. -- Created 1974 Ky. Acts ch. 406, sec. 240, effective January 

1, 1975. 
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